Standard III.C.3
The institution assures that technology resources at all locations where it offers courses, programs, and services are implemented and maintained to assure reliable access, safety, and security.
Evidence of Meeting the Standard
The College, in collaboration with the District Office, provides a secure and reliable technology infrastructure to meet the needs of both students and employees. The bulk of security is provided by District Office supported technology (III.C.3-, IIIC_DO_doc_2017_sec_svcs.pdf). (Desktop protection evidence) The Banner database is encrypted to protect student and employee information.
Maintenance occurs during scheduled, monthly downtime which allows for upgrades, patches, and other maintenance activities. (Backup Process). The district has also built a disaster recovery site at a sister campus one hour away from the main campus (III.C.3-, IIIC_DO_doc_2017_newsletter.pdf).
The District Office technology team maintains a web site of all current projects with descriptions and the current status of the project (III.C.3-, IIIC_DO_doc_2017_projectlist.pdf). Twice a month, the IT management team from across the district meet to discuss issues, get updates on projects, and problem solve various technology challenges.
Analysis and Evaluation
The College collaborates with the District Office to provide a secure and reliable infrastructure to meet the needs of employees and students. In addition, routine maintenance on mission critical systems, risk assessment and data recovery in the event of an incident are part of the collaborative effort. Challenges facing the organization are discussed bi-monthly and projects are communicated effectively. The College meets Standard III.C.3.

[bookmark: _GoBack]Evaluation Criteria:
• The institution allocates resources for the management, maintenance, and operation
of its technological infrastructure and equipment.
• The college provides an appropriate system for reliability and emergency backup.
